
 

DEFINITION 
Name Profiles 

Description 

Profiles control access to user information and contain specific information about individuals 
or businesses.  Such information may include a unique identifier and roles.  Profiles define 
the roles, standards, audits, and tools used for creating, maintaining, and utilizing profiles for 
the various stakeholders of the State’s services. 

Rationale Because profiles are widely used, they must be controlled to ensure the appropriate use of 
the information.  Profiles themselves contain certain information that may be confidential. 

Benefits 
• Increased individual/business confidence in protection of information 
• Increased e-government transactions 
• Decreased liability if standards are in place and followed 

BOUNDARY 
Boundary Limit Statement A profile is information in the State’s possession about an individual or business.  It 

does not include personalization (see personalization description). 

ASSOCIATED ARCHITECTURE LEVEL 
Specify the Domain Name Privacy 

CRITICAL REFERENCES 
Related Domains/Disciplines 

 Interface – Branding  Infrastructure – Platform  Systems Mgt – Help Desk/Problem Mgt 

 Interface – Access  Interoperability – Data Exchange Systems Mgt – Business Continuity 

 Interface – Accessibility  Interoperability – Application 
Interoperability Security – Managerial Controls 

 Information – Knowledge Mgt  Application – Application Engineering Security – Technical Controls 

 Information – Data Mgt  Application – Electronic Collaboration Security – Operational Controls 

 Information – Data Base Mgt  Systems Mgt – Asset Mgt Privacy – Profiles 

 Information – GIT  Systems Mgt – Change Mgt  Privacy – Personalization 

 Infrastructure – Network   Systems Mgt – Console/Event Mgt  Privacy – Privacy (Data) 

Standards Organizations/Government Bodies 
List Standards Organizations Global Justice Information Sharing Initiative (Global) Advisory Committee (GAC) 

www.it.ojp.gov/global  
List Government Bodies Office for Civil Rights (OCR), State of Missouri 

Stakeholders/Roles 
List Stakeholders Missouri State Government, individuals, organizations and businesses. 

List Roles       

Discipline-Specific Technology Trends 
List Discipline-specific 
Technology Trends More entities are conducting business online. 

http://www.it.ojp.gov/global


Technology Trend Source       

ASSOCIATED COMPLIANCE COMPONENTS 
List Discipline-level 
Compliance Components       

METHODOLOGIES 
List methodologies followed  

DISCIPLINE DOCUMENTATION REQUIREMENTS 
Provide documentation 
requirements for this 
Discipline 

      

ASSOCIATED TECHNOLOGY AREAS  
List the Technology Areas 
associated with this 
Discipline 

Employee Profiles, Customer Profiles (Clients – Companies and Individuals), 
Vendor/Contractor Profiles, and Spyware Removal. 

CURRENT STATUS 
Provide the Current Status  In Development     Under Review     Approved    Rejected 

AUDIT TRAIL 
Creation Date 09/13/04 Date Approved/Rejected 10/12/04 

 Reason for Rejection       

Last Date Reviewed       Last Date Updated        

 Reason for Update       

 
 
 


